
Zarządzanie
cyberbezpieczeństwem
STUDIA PODYPLOMOWE



Dane zamieszczone w niniejszej karcie kierunku mają charakter wyłącznie informacyjny. Dane te nie stanowią oferty zawarcia umo wy w
rozumieniu art. 66 i nast. kodeksu cywilnego. Zgodnie z art. 160 ust. 3 ustawy z dnia 27 lipca 2005 roku Prawo o szkolnictwie wyższym, umowa
między Uniwersytetem WSM Merito we Wrocławiu a studentem zawierana jest w formie pisemnej.
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Program zajęć

9
Liczba miesięcy nauki

160
Liczba godzin zajęć

9
Liczba zjazdów

2
Liczba semestrów

Podstawowe zasady cyberbezpieczeństwa (16 godz.)

Infrastruktura teleinformatyczna i zabezpieczenia cyberbezpieczeństwa (16 godz.)

Analiza ryzyka i modelowanie zagrożeń (16 godz.)

Obowiązujące akty prawne związane z cyberbezpieczeństwem (8 godz.)

Ochrona danych osobowych (8 godz.)

Cyber Threat Intelligence (8 godz.)

Normy i standardy w cyberbezpieczeństwie (16 godz.)

Podstawy zarządzania - zarządzanie zespołem i motywacja pracowników (8 godz.)

Zarządzanie projektem (8 godz.)

Budowa komórki reagowania na incydenty bezpieczeństwa komputerowego i zarządzanie
incydentami (8 godz.)

Budowa komórki reagowania na incydenty bezpieczeństwa komputerowego i zarządzanie
incydentami / Ciągłość działania i Disaster Recovery (8 godz.)

Zarządzanie Ryzykiem cyberbezpieczeństwa w Łańcuchu Dostaw i Rozwoju Oprogramowania (12
godz.)

Sztuczna inteligencja, cyberbezpieczeństwo w normach europejskich(16 godz.)

Dezinformacja, szum informacyjny, deep fake - manipulacja informacjami(8 godz.)
Forma zaliczenia: przygotowanie i obrona projektu.


