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To kierunek dla osób, które:

zarządzają zespołami w obszarze IT i odpowiadają za bezpieczeństwo informacji,

chcą rozpocząć karierę w dynamicznie rozwijającej się branży cyberbezpieczeństwa,

prowadzą projekty związane z ochroną danych i systemów informatycznych,

pracują w IT i chcą poszerzyć wiedzę o strategiczne aspekty bezpieczeństwa,

dbają o zgodność działań firmy z przepisami i normami bezpieczeństwa. 
 



Dane zamieszczone w niniejszej karcie kierunku mają charakter wyłącznie informacyjny. Dane te nie stanowią oferty zawarcia umo wy w
rozumieniu art. 66 i nast. kodeksu cywilnego. Zgodnie z art. 160 ust. 3 ustawy z dnia 27 lipca 2005 roku Prawo o szkolnictwie wyższym, umowa
między Uniwersytetem WSM Merito we Wrocławiu a studentem zawierana jest w formie pisemnej.
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5
bezpłatnych szkoleń

Świadectwo ukończenia w dwóch językach
Otrzymasz świadectwo ukończenia studiów
podyplomowych w języku polskim i
angielskim.

Gwarancja jakości
 
Gwarantujemy pełną zgodność z przepisami
prawa i najwyższe standardy edukacyjne.

1
partner kierunku
Fundacja bezpieczna cyberprzestrzeń

Kadra złożona z praktyków 
 
Zajęcia prowadzą eksperci i pasjonaci swojej
dziedziny, którzy mają realne doświadczenie.

Networking i rozwój kompetencji

Studia rozwijają kompetencje niezależnie od
doświadczenia. Dzięki interaktywnym zajęciom i
wymianie doświadczeń z innymi zyskasz wiedzę,
umiejętności i cenne kontakty.

Praktyczny charakter studiów:
 
• na zajęciach dominują warsztaty, ćwiczenia i case studies,
• prace projektowe przygotowywane są zespołowo.

Program zajęć

9
Liczba miesięcy nauki

160
Liczba godzin zajęć

9
Liczba zjazdów

2
Liczba semestrów

Podstawowe zasady cyberbezpieczeństwa (16 godz.)

Infrastruktura teleinformatyczna i zabezpieczenia cyberbezpieczeństwa (16 godz.)

Analiza ryzyka i modelowanie zagrożeń (16 godz.)

Obowiązujące akty prawne związane z cyberbezpieczeństwem (8 godz.)

Ochrona danych osobowych (8 godz.)

Cyber Threat Intelligence (8 godz.)

Normy i standardy w cyberbezpieczeństwie (16 godz.)

Podstawy zarządzania - zarządzanie zespołem i motywacja pracowników (8 godz.)

Zarządzanie projektem (8 godz.)

Budowa komórki reagowania na incydenty bezpieczeństwa komputerowego i zarządzanie
incydentami (8 godz.)

Budowa komórki reagowania na incydenty bezpieczeństwa komputerowego i zarządzanie
incydentami / Ciągłość działania i Disaster Recovery (8 godz.)

Zarządzanie Ryzykiem cyberbezpieczeństwa w Łańcuchu Dostaw i Rozwoju Oprogramowania (12
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godz.)

Sztuczna inteligencja, cyberbezpieczeństwo w normach europejskich(16 godz.)

Dezinformacja, szum informacyjny, deep fake - manipulacja informacjami(8 godz.)
Forma zaliczenia: przygotowanie i obrona projektu.

Partner kierunku

Warunki przyjęcia na studia

Aby zostać uczestnikiem studiów
podyplomowych na Uniwersytecie WSB
Merito, należy: 
 

mieć ukończone studia licencjackie,
inżynierskie lub magisterskie,

złożyć komplet dokumentów i spełnić
wymogi rekrutacyjne

o przyjęciu decyduje kolejność zgłoszeń.
Dowiedz się więcej

Możliwości dofinansowania

Oferujemy specjalne, większe zniżki dla
naszych absolwentów.

Możesz skorzystać z dofinansowania z Bazy
Usług Rozwojowych.

Pracodawca może dofinansować Ci studia,
otrzymując dodatkową zniżkę w ramach
Programu Firma.

Warto sprawdzić możliwości dofinansowania
z KFS. 

Dowiedz się więcej

Czego się nauczysz?
Dowiesz się, jak zbudować i zarządzać zespołem ds. cyberbezpieczeństwa.

Poznasz ryzyka IT i sposoby ich zabezpieczania w różnych infrastrukturach.

Zrozumiesz przepisy prawa i normy branżowe regulujące cyberbezpieczeństwo.

Nauczysz się rozpoznawać manipulacje i zjawiska dezinformacji.

Zdobędziesz wiedzę o AI, deepfake i trendach zagrażających systemom IT.

Nauczysz się reagować na incydenty i planować działania ciągłości działania.

http://www.merito.pl/warszawa/studia-i-szkolenia/studia-ii-stopnia/zasady-rekrutacji-siis
https://warszawa.praca.gov.pl/
https://warszawa.praca.gov.pl/
http://www.merito.pl/warszawa/studia-i-szkolenia/studia-podyplomowe/znizki-i-dofinansowania

